Latest hacker dump looks like Comcast, AT&T data

Hackers posted on the Web data stolen from Comcast which contains Comcast employee names, ages and salaries, as well as e-mails and passwords associated with AT&T VoIP service accounts. It is unsure whether the data is what the hackers claim it is, whether it is current, who actually stole it, and how this act was committed. The hacker claiming credit for this act “@Zer0Pwn” responded in a Tweet that the information was obtained by using POST MsSQL Injection.

SQL injections are a very common tool for hackers to use to steal company information. Company’s should have their data encrypted to help keep valuable information protected. Also companies should make sure that employees are not careless about leaving valuable information exposed and have proper security measures such as passwords, to help keep the companies information out of the hands of hackers.